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Abstract 

 

Mobile ad hoc network is a temporary network that consists of a set of mobile nodes with wireless communication. 

There are several problems in the relationship between the components of these networks. Some of these problems are 

related to the routing problem. The main challenge in routing protocols of mobile ad hoc networks is links break 

phenomenon. This phenomenon has many negative impacts on the performance of routing protocols. In this paper, we 

attempted to study 10 routing protocols in mobile ad hoc networks that try to improve the performance of standard 

protocols of this type of network using the Restoration Links Break. By studying the behavior of these protocols, a 

common model used by all these protocols was introduced as Restoration Links Break model. Then the performance of 

each of the protocols was described based on the proposed model. On the other hand, we divided them into two 

categories according to protocol functions in Restoration Links Break. First category provides alternate routes before 

the Links Break event and the second category performs the replacement of route after the links break. Finally, the 

simulation of results revealed that the first category of protocols has a better delivery rate than the second category but 

the routing overhead of the second category is less than the first category. 
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1. Introduction 

Mobile ad hoc networks is a self-organizing wireless networks for mobile device which is composed by a group of 

mobile terminals with wireless transceiver when the communication facility damaged between the mutual connections 

of sub elements [1]. Conflict in the accident of natural disaster such as non-center distributed controlled network may 

provide the temporary communication support compared with other communications networks, ad hoc networks has the 

following characteristics. Network is a self-regulating topology which is dynamic, bandwidth is restricted, and the 

capacity of network is changeable [1]. MANET is mobility where all the nodes are allowed to move in different 

dimensions which results in dynamic topology, since nodes are moving so they can go out of range network or come in 

range of network at any time, any node which part of network (n1) time (tj) can be part of an other network (n2) at time 

(tj) MANET are also used for meetings or other conventions in which people can quickly share information and data 

acquisition operations in hospitable terrain. The terminal energy is limited and the networks are controlled through 

distributing it and so on. The routing protocol in ad hoc network is critical in achieving good performance of networks. 

In this paper, in section 2 we introduce the important standard protocols in mobile ad hoc networks, then express the 

link break phenomenon in section 3 and then model the performance of routing protocols that have been proposed based 

on the Restoration Links Break in a mobile ad hoc network in section 4. Finally, in Section 5 these protocols are 

compared based on different criteria. 
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2. Routing protocols in manet 

Traditional routing protocols applied to wired networks are not suitable for ad hoc mobile wireless networks. For 

example, distance vector (Bellman-Ford) [1, 2] and link state routing schemes suffer from slow convergence to 

topology changes and bandwidth waste in periodical routing table exchanges. Especially, the routing loop in distance 

vector routing is another serious problem. Therefore, various routing protocols are proposed for ad hoc mobile wireless 

networks to solve the problems of routing loop and provide fast convergence to topology change. Broadly speaking, 

they are table-driven (e.g., DSDV [5], CGSR [4], and WRP [4]) and on-demand (or source-initiated, e.g., AODV [7], 

DSR [8], TORA [9], ABR [26], SSR [4], LAR [4], ZHLS [14], ODQOS [4], and DBR [26]) routing protocols [4]. 

Table-driven routing protocols demand that each mobile node should have up-to-date routing information of all nodes 

in the network. To achieve this goal, a routing table is maintained within each node and broadcast network-wide when 

network topology changes. Moreover, the routing table has to be exchanged periodically by broadcasting to all nodes in 

the network to keep track of the newest messages even though the network topology is not changed. Each node has 

routing information about all nodes of the whole network though most of it is undesired. 

However, on-demand routing protocols have a totally different approach [15]; they create routes only when needed. 

Having data for transmission, a source node initiates a route discovery procedure to find the destination node. Route 

maintenance procedure is triggered whenever a route has been discovered and is in progress until the route is no longer 

required. The control messages used in on-demand routing protocols record only the nodes on the route, not all nodes in 

the network. Without maintaining the whole network topology, only if the route is changed, do the protocols proceed to 

maintain the route.  

3. Link break in routing protocols 

Though there are so many benefits offered by ad doc mobile wireless networks, the main fragility of the networks is the 

problem of a broken link. 

 

3.1. Link break problem 
 

MANET supports multi hop routing where the nodes other than the source and the destination nodes also take part in 

packet forwarding from one end to the other end. This results in the energy consumption of the intermediate nodes even 

though they are not the actual sender or receiver of the data [19]. The available battery power of the nodes decides the 

life time of the node as well as the whole network. In the Mobile Ad Hoc Network when data can be transmitted from 

source to destination in wireless network then most of the time there was the Link Failure problem occurred because of 

Range, Congestion, Delay and Battery Backup Problem [19]. There are no of routing problem include in mobile ad hoc 

network but most efficient and useful routing protocol is Reactive or On Demand (AODV) Routing Protocol. These On 

Demand routing protocol need to determine the link break in ad hoc network. 

Mobile ad hoc networking is a challenging task due to the frequent changes in network topology as well as the lack of 

wireless resources [14]. As a result, routing in such networks experiences link failure more often. Hence, it is essential 

that a routing protocol for an ad hoc network considers the reasons for link failure to improve the routing performance. 

Link failure stems from node mobility and lack of network resources both resides in wireless medium and in nodes. 

Therefore it is essential to capture the characteristics to identify the quality of nodes and hence the quality of links. To 

identify the quality of nodes and quality of network, various levels are power level, Buffer level, stability level. 

 

3.2. Detection of broken link in mobile ad hoc network 
 

The link break can be detected by using Hello interval messages, MAC Layer Feedback and passive acknowledgement 

[14]. 

a) AODV usually transmit the Hello Interval messages at regular interval with default rate like once per second. 

These Hello messages determine the link availability between the source and destination. This Procedure works 

on the wired network which suffers from loss of packets and change of topology. 

b) AODV uses the MAC Layer Feedback to find out Link break to neighboring nodes. This method is used for find 

the broken link quickly. MAC layer feedback method are performed on the network layer declaring the 

transmission error if the packets are not transmitting to the next neighbor node. 

c) DSR uses the passive acknowledgement method if the MAC layer feedback method is not available. In this 

method a node after the transmission of packet to the next node to hear the channel that the next node further 

transmit the packet to the next neighbor node or not.  If it is not transmit the packet to next node that means there 

is the link break in the network. This process needs the WLAN network card that is energy expensive. So this 

approach is not applicable in wireless ad hoc network only hello messages and MAC layer feedback methods are 

applicable for detection of link break in mobile ad hoc network. 
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3.3. The influence of link breaks on routing protocols 
 

The two categories of routing protocols of ad hoc mobile wireless networks are table-driven routing protocols and on-

demand routing protocols [16]. Table-driven routing protocols have to maintain up-to-date routing information of all 

links in the network. Therefore, if any link in the network breaks, this kind of protocol has to trigger an update. This 

update is broadcasted network-wide till each node receives it. On the contrary, on-demand routing protocols only focus 

on the route they transmit packets, not on the whole networks. Hence, these protocols only need to maintain the links on 

a transmission route, not all the links of a network. 

4. Proposed model 

Many routing protocols have been proposed to improve the efficiency of routing process in mobile ad hoc networks. 

Each of these protocols has tried to enhance the efficiency of routing from a particular perspective. As mentioned 

above, Links Break phenomenon is one of the most effective factors in reducing the efficiency of routing protocols 

performance. For example, AODV protocol that is one of the most widely used routing protocols in mobile ad hoc 

networks has the main disadvantage of the lack of appropriate solution facing the Links Break phenomenon. 

With the study of Links Break-based protocols and review of their performance, we found that all of these protocols use 

common methods for process improvement or prevent the Links Break. In this section we have shown the performance 

of protocols as a formal model. The presented model can be observed in Figure 1.  

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 
Fig. 1: The Structure of Links Break Model 

 

As you can see in Figure 1, this model is composed of three distinct stages. Each protocol at first detects or predicts the 

Links Break phenomenon then chooses the best route to replace the broken link and finally repairs the new path from 

the point of break. In some cases, due to the lack of an alternative route, the situation is announced to the source node 

and it creates a new path from the source to the node.  

The steps are implemented in each of the different routing protocols. Then, the performance of Links Break-based 

routing protocols is examined according to the each of the proposed steps of the model. 

 

4.1. Prediction and detection of links break step 
 

Whenever a protocol wants to mend a broken link, it must firstly diagnose the Links Break phenomenon in the network. 

In general, in order to increase the performance and maintain the route, Links Break is predicted in advance. This makes 

the protocol to find a way to repair the route before the loss of the current path and lost packet rates increase. The 

algorithm used in Prediction stage is shown in Figure 2 by protocols. The process used in Links Break prediction 

indicates that the protocols predict the occurrence of Links Break related to path by using criteria such as the signal 

strength of nodes on the path, distance between nodes, the energy levels of neighboring nodes, route traffic focus in a 

node and antenna nodes. In these protocols, a parameter called threshold is defined that is the base of detection and 

prediction of Links Break. The amount of valued criteria is compared with the threshold and if the values are 

inconsistent (in some protocols are more and in others less than the threshold value), informs its upstream node or in 

some protocols the source node.  
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Fig. 2: The Algorithm Used By the Protocols to Detect the Links Break 

 

ARM protocol [17] considers that the Links Break is based on the remove of node from the neighboring nodes area and 

the distance between nodes [4]. In this protocol, for each pair of nodes connected to each other, a common transmission 

range that corresponds to a radius between two nodes is calculated. For each node such as p to its neighbor such as q in 

the common transmission range B, TpB value is calculated from the formula (1). 

                                                                                      

vqsin 2                                                                                                                                                                             (1) 

By calculating the TpB value in equation (1), when the threshold is exceeded, the alarm signal will be sent. 

In Protocols RAODV, AODV-BR, AODV-LR, AODV-ABR, AODV-ABL, in each node, a parameter as signal power 

of receiving node is calculated [29-33]. The protocols use the received signal strength or RSSA for calculating the 

value. In RSSA algorithms, equation (2) is used to calculate signal strength. 

   
        

   
 

                                                                                                                                                                     (2) 

Two-Ray Ground Reflection model [29] used as the radio propagation model. Pt, Gt and Ht are the transmitted power, 

the antenna gain, and the height of the antenna on the transmitted side. Gr and Hr are ones on the received side. L is the 

loss factor of the system. In advance, each intermediate node transmits information of the transmitting side to the next 

hop of the destination route. The threshold of the received power which corresponds to the distance between nodes 

detecting the danger of the link break is defined from the above information. When the received power at the time of 

receiving data packets is less than the threshold and has decreased as compared with the previous received power, the 

node notifies the upstream node the danger of the link break. After that, the received RREQ which is transmitted from 

the upstream node is discarded and not processed for a while. 

AODV-RD Protocol [32] diagnoses the distance between nodes such as AMR. This protocol uses equation (2) in other 

way for Links Break detection. In this protocol, distance variable (d) is calculated instead of the signal strength. In 

equation (2), if we want to calculate the variable d this equation will become the equation (3). 

   
        

   
 

  

 
                                                                                                                                                                 (3) 

In this case, if the value of the parameter d corresponding to each node is greater than the threshold value, the alarm 

signal will be sent. In mobile ad hoc network, nodes are moving at different speeds. On the other hand, nodes vary at 

different moments. AODV-LFP protocol [35] sends the warning signal using equation (3) and calculating the relative 

speed of each node with respect to its neighbors at any moment according to equation (4) and comparing it to the speed 

threshold.  
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PDSR protocol [36] defines a safe area for each node and calculates the received signal using the signal strength and the 

path loss rate according to equation 5. 

   
  

  
                                                                                                                                                                                 (5) 

Where P0 is the received signal strength, r is the safe area and n is the growth of lost paths. The value n is 2 to 4. From 

Formula (5) the boundary of safe area is determined by taking the maximum value for the parameter n (i.e. the worst 

case). Signal strength is calculated from the formula (6) at the boundary of the safe zone. 

      
  

     
                                                                                                                                                                          (6) 

Where r is equal to dsafe and n is equal to 4 (maximum value). Also dsafe is equal to d-w and d is the distance between 

node to the neighbor and w is multiplied by the threshold value in relative velocity.  

In AODV-BA protocol, for links break detection for each node, 4 parameters are calculated: radio reception, shared 

path, battery energy and density [19]. The radio reception is the signal strength of received node that is obtained from 

equation (2). Shared path means the number of active routes and that node is a part of it. The battery power of each 

node is calculated and is compared with a threshold value. Node density is the number of the node’s neighbors that 

exchange information. The resultant of these four parameters is considered as the comparable value of the threshold. 

 

4.2. Choosing the alternative route step 
 

Upon receiving an alarm signal as the links break the protocols must take action to prevent the path break. In most of 

the standard protocols when faced with break, the source node is required to set aside the current route and establish a 

new route to the destination.  

This imposes high costs on the network. Protocols reviewed in this paper have different functions. In these protocols, 

the action of alternative route occurs from the point of link break.  

In terms of alternative route, discussed protocols can be divided into three categories. The first group is protocols that 

reserve the routes between two nodes as alternative routes before the links break and preserve the s information about 

these routes in the internal tables of the node. This information is stored as part of the routing information. Also the 

request messages and alternative route response are used to create an alternative route like the messages that are 

exchanged in the communication path. These protocols include: AODV-BR, AODV-ABR, and PDSR. Figure 3 is an 

example of the establishment of alternative routes in AODV-BR protocol [30]. 

 

 
Fig. 3: The Procedure of Alternate Route Construction [30] 

 

As you can see in Figure 3, the main route is established from the source node S. However, for node F alternative routes 

including its neighbors (B, E) are s selected when creating the route. In Nodes E and B, tables are maintained as an 

alternative route table which contains information of alternative routes.  In this method, a node that is responsible for 

the repair chooses the best node in terms of space and bandwidth by referring to the tables of alternative routes related 

to the neighboring nodes. 

The second group consists of protocols that are at the moment a node detects a link failure on the status of neighboring 

nodes connected to it, as an alternative route is selected. In this method, before any alternative route will not be created 

and maintained. Protocols, AMR, RAODV, AODV-LR, AODV-BA, and AODV-LFP are of these categories. Although 

all of these protocols, the decision to create an alternative route to link failures, but each performance is different. 

Failure that caused the link at ARM when compared to the distance between two nodes is diagnosed, intermediate nodes 

between two nodes that are intended as a bridge node is selected. The link between two nodes is divided into two 

communication links so that the distance will be maintained. In other protocols that are calculated based on the signal 

Main Path 

Alternative Path 
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strength of nodes, node failure detector that has a lower cost is the link between your neighbors and the other node is 

connected to the other end of the broken link is selected as an alternate route.  

Third group are protocols at different moments of the two methods before use. AODV-ABL protocols [30] of this 

category. In this protocol are the conditions that define the threshold value - the current state of the network routing is 

achieved at the moment - deciding that the first batch method is used to create an alternative path before the failure or 

the failure of the second group of methods is used. If the first method should be used in this protocol similar alternative 

route selection protocol, AODV-ABR and the second method is used to select alternative routes, such as protocols, 

AODV-LR. 

 

4.3. Route restoration 
 

After selecting the best route as an alternative route from the point of link failure, the alternate route protocols are part 

of the mainstream. The data in all tables of the nodes on the new path, and then send the updated data is used to transfer 

the new route. Note If the node detects a broken link, there is no alternative route, the current active route known as 

Route invalid error message is a node of origin. Then the source node will start again to establish a new route to the 

destination path. 

5. Comparison of links break protocols based on the proposed model  

The simulation of protocols [29-36] shows that all the results presented are based on the model of interpretation is based 

on repairing broken links. Simulations of these protocol standard protocols together with their families are compared. 

The main criteria for the calculation of all the protocols and routing protocols plays an important role in increasing 

efficiency, package delivery rate is the benchmark, the benchmark measure of routing overhead and average end-to-end 

delay. After reviewing the charts of vision simulation of standard delivery rate of packets, protocols, those protocols, 

the second group did better than the first. But the measure of the second category has lower overhead than the overhead 

of routing protocols are the first batch. From the perspective of the end-to-end delay measures the performance of both 

groups are close together but in most cases latter category better performance. In all protocols, with increasing numbers 

of nodes and connections in each of the three protocols has increased the efficiency criteria. 

6. Conclusion 

Link failure has devastating effects on the performance of routing protocols. Protocols proposed so far is that their main 

goal was to improve efficiency by repairing broken links. After reviewing these protocols, providing a common model 

that has been used for all these protocols, According to this model, the protocol in three steps: 1 -link failure prediction 

and detection, 2- alternative route, 3 - repair pathway, a link failure is encountered. From the perspective of an 

alternative route selection protocols can be divided into two categories the first category is an alternative process route 

before and concurrent with the creation of a link failure mainstream are doing, and the second after a failure to link this 

process to run. Compared to protocols in terms of performance based on the results of the simulations indicate that The 

first set of protocol standard delivery rates outperformed the control group and the second group performed better on 

the routing overhead. 
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