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Abstract 
 

Vehicular ad hoc networks (VANET) are emerging as a prominent form of mobile ad hoc networks (MANETs) and as an effective tech-

nology for providing a wide range of safety applications for vehicle passengers. Nowadays, VANETs are of an increasing importance as 

they enable accessing a large variety of ubiquitous services. Such increase is also associated with a similar increase in vulnerabilities in 

these inter-vehicular services and communications, and consequently, the number of security attacks and threats. It is of paramount im-

portance to ensure VANETs security as their deployment in the future must not compromise the safety and privacy of their users. The 

successful defending against such VANETs attacks prerequisite deploying efficient and reliable security solutions and services, and the 

research in this field is still immature and is continuously and rapidly growing. As such, this paper is devoted to provide a structured and 

comprehensive overview of the recent research advances on VANETS nodes crossing each other but having no collision between them 

using mac protocol a layer of data link layer and particle  swamp optimization technique (PSO) that is a probabilistic approach to send a 

best probable massage to the link layer or mac protocol , and we are also using the  frequency range of 5.9GHZ of dedicated short range 

communication (DSRC) a family of IEEE 108.11ac. 
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1. Introduction 

Vehicular Ad-Hoc Networks (VANETs) make it possible for ve-

hicles to broadcast warnings about environmental hazards (e.g., 

ice on the pavement), traffic and road conditions (e.g., emergency 

braking, congestion, or construction sites), and local (e.g., tourist) 

information to other vehicles. Once it is known that there is a traf-

fic jam, road closure or accident ahead, a driver may safely avoid 

the route and save time. Communication between vehicles is 

therefore suitable because vehicles are able to distribute warnings 

to other vehicles. The minimal configuration and quick deploy-

ment of VANETs also makes them suitable for emergency type 

situations. Messages can be sent from vehicles to summon for help 

if needed and to inform authorities of dangerous behavior on roads. 

In another paper by Papadimitratos et al. VANETs are said to 

assist to make roads safer, and offer convenience. Much has been 

written on the various scenarios where vehicles may obtain value 

from communication. However, one needs to be sure that the mes-

sages are valid and that the network will not be used maliciously. 

One could, for example, conceive of a situation where a vehicle 

whose permanent identity is known could be travelling with a low 

fuel reserve and request for help, but because the vehicles identity 

is known an attacker monitoring communication in the network 

will be aware that there is a vulnerable vehicle on a road and could 

follow the vehicle until it has run out of fuel and possibly attack 

the occupants and steal all valuable items in their possession. The 

vehicle occupants could then be stranded without a means of con-

tacting the authorities. 

However, if the vehicles permanent identity is hidden from all 

other vehicles and can only be seen by the authorities then only 

authorized personnel will know which vehicle has requested help 

and would be able to assist accordingly. This ensures that the ma-

licious users will not know which vehicle has requested help for a 

fuel shortage, hence protecting the vehicle and its occupants. It is 

also necessary for the vehicle to be registered with some central 

authority so that nodes caught sending erroneous and malicious 
messages can be determined and held accountable. It means that 

nodes must identify themselves as the source of all their messages. 

This is the function of authentication. 

In VANETs, the privacy concern surrounds information privacy 

and communication privacy. VANETs allow for disclosure of 

vehicle location information a malicious node eavesdropping on 

all traffic in an area is able to reconstruct long traces of the where 

about of majority of vehicles within the same area show that this 

problem is addressed by providing privacy enhancing mechanisms. 

This presents developers of the VANET systems a unique oppor-

tunity to develop an entirely new system that could rival or sup-

plement the already existing cellular system by offering unique 

and competitive services. With the development of 802.11p ver-

sion of popular wifi standard, altered specifically to accommodate 

the needs of vehicular communication and commercial players. 

The main and initial appeal of VANET systems is in notion that 

replacing warning response systems currently based mostly on 

human senses (eyes, ears, muscle reflexes). There is a reason why 

road-ways vehicle are not allowed to run at speeds of their dedi-

cated-path counterparts. When reliable wireless communication 

becomes available across machine interfaces in vehicular nodes, 

the speed of nodes can be increased without loss of safety. 

http://creativecommons.org/licenses/by/3.0/
mailto:shilpadchoudhary@gmail.com


International Journal of Engineering & Technology 711 

 

 
Fig 1: A typical VANET scenario 

 

Vehicular networks (VANET) are emerging as a prominent form 

of mobile ad hoc networks (MANETs), where the mobile nodes 

are the vehicles with a restricted mobility pattern with dedicated 

units for communication that are installed in vehicles allowing 

them to exchange data, whereas the fixed nodes are the roadside 

units (RSU) deployed in critical locations . Communications in 

VANETs is of the form of vehicle-to-vehicle communication 

(v2v) and vehicle-to-infrastructure (v2i) communication typically 

using global positioning system (GPS) to exchange messages with 

the RSU, and can be single-hop and/or multi-hop and broadcasting 

or multicasting, if the range limitations are satisfied. 

VANETs, which are made up of mobile nodes (vehicles), can be 

considered as a special case of MANETs. They are both character-

ized by the movement and self-organization of the nodes, but they 

also differ in some ways such as network infrastructure compo-

nents and a highly dynamic topology. Figure 1 shows the possible 

domains that a VANET network consists of. These include the Ad 

hoc, infrastructure and Interne domains. This figure also shows the 

different forms of communication in such networks: inter-vehicle 

communication V2V, in which the vehicles can communicate with 

each other in an ad hoc fashion, and vehicle-to-roadside commu-

nicationV2I, where the road-side-units (RSUs) are used as access 

points to connect moving vehicles to the network infrastructure 

which is connected to the Internet Moreover, a 4 vehicle can 

communicate with the Internet directly through Hotspot devices 

installed along the road. 

Each vehicle is equipped with two devices: an On Board Unit 

(OBU), and an Application Unit (AU). The OBU is used to ex-

change information with RSUs or with other OBUs in the ad hoc 

domain, whereas the AU executes applications that can use the 

communication capabilities of the OBU. 

VANETs are able to significantly reduce the delay in propagating 

emergency warnings. The vehicles exchange messages to inform 

each other about events and dangers on the road. A vehicle is able 

to recognize a dangerous situation and is able to quickly warn 

neighboring vehicles. This allows for a faster reaction to the situa-

tion. The information for these warning messages comes from the 

information derived from sensors in the vehicle: ABS, ESP, etc. 

Information about traffic congestion can also be sent. , a warning 

message that the vehicles can send is 

Emergency Electronic Brake Lights. This allows for sudden brak-

ing of vehicles in the forward path to be highlighted as a hazard, 

asking vehicles to slow down and helping to prevent multi vehicle 

pile-ups and other accidents. The vehicles connect to RSUs in an 

ad-hoc manner, as and when needed. The Infrastructure Domain 

consists of the RSUs and the CA. The CA is connected to the 

RSUs and allow for the RSU to act as a proxy to the CA.   
 

 

 

2. Medium Access Control In VANETS 

A Medium Access Control (MAC) protocol specifies the mecha-

nism in which nodes share the channel. There are many MAC 

issues in VANET like prioritized access, unpredictable response 

and reliability. All these are needed because these are basic re-

quirements of safety applications. To provide a reliable broadcast 

communication can be difficult in wireless networks due to hidden 

terminal and exposed node problems. A key challenge of VANET 

is that there are frequent changes in the network topology because 

the vehicles travel at a high velocity. So, VANET MAC protocols 

have to care about the rapid topology changes, and for safety ap-

plications, there is a need to reduce the medium access delay. In 

this work, we have categorized the MAC protocols for VANET in 

three categories. These are: 

• Contention-Based Protocols 

• Delay Bounded/Contention Free 

• Hybrid MAC Protocols 

3. Particle swarm optimization 

Particle swarm optimization (PSO) is an optimization technique to 

solve a problem by iteratively process to improve a solution with 

respect to a given measure of quality. Problem can be resolved by 

having a population of candidate solutions, here labelled particles, 

by the movement of these particles in the search space according 

to a mathematical formula over the velocity and particle's position 

 

 
Fig. 2: A particle swarm searching for the global minimum of a function 

 

 
Fig 3: Vehicles travelling through crossing 

 
Each particle's movement is decided by its local best known posi-

tion, but it also guide toward the best known positions in the 

search space, which are being updated as per the better positions 

which are found by other particles. This will decide the particle 

movement toward the best solutions. 
 

4. Result and Discussion 

 
Previously the work has been done only for one node entering in 

the RSU unit travelling with a constant speed but in this work we 
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are dealing with multiple node travelling at same time travelling in 

any direction on road. 

Table 1 shows how many collisions occur after taking random no 

of vehicles on the VR road, HR road and on the crossing. 

 
Table.1: vehicle travelling without RSU 

Total vehi-

cle on 

VR road 

total vehi-

cle on 

HR road 

total 

collision 

on VR 

total collision 

on 

HR 

total colli-

sion on 

crossing 

10 10 0 0 0 

20 20 0 0 0 

30 30 0 0 0 

40 40 0 0 0 

50 50 2 2 0 

60 60 2 2 0 

70 70 6 6 0 

80 80 6 6 0 

90 90 6 9 0 

100 100 14 14 0 

150 150 34 34 0 

200 200 54 56 0 

250 250 68 60 0 

300 300 100 120 1 

 
Table 2: vehicle travelling with RSU 

No of 

vehicle 

on 

VR road 

No of 

vehicle on 

HR road 

 

No of VR 

collision 

=0 in which 

iteration 

 

No of HR 

collision 

=0 in which 

iteration 

 

No of cross-

ing 

collision=0 

in which 

iteration 

10 10 0 in first 

iteration 

0 in first 

iteration 

0 in first 

iteration 

20 20 0 in first 

iteration 

0 in first 

iteration 

0 in first 

iteration 

30 30 0 in first 

iteration 

0 in first 

iteration 

0 in first 

iteration 

40 40 0 in 4th itera-

tion 

0 in 4th 

iteration 

0 in 4th 

iteration 

50 50 0 in 5th itera-

tion 

0 in 5th 

iteration 

0 in 5th 

iteration 

60 60 0 in 9th itera-

tion 

0 in 9th 

iteration 

0 in 9th 

iteration 

70 70 2 in 9th itera-

tion 

0 in 9th 

iteration 

0 in 9th 

iteration 

80 80 0 in 12th 

iteration 

0 in 12th 

iteration 

0 in 12th 

iteration 

90 90 2 in 10th 
iteration 

0 in 10th 
iteration 

0 in 10th 
iteration 

100 100 0 in 15th 

iteration 

0 in 15th 

iteration 

0 in 15th 

iteration 

150 150 0 in 28th 
iteration 

0 in 28th 
iteration 

0 in 28th 
iteration 

200 200 8 in 30th 

iteration 

8 in 30th 

iteration 

0 in 30th 

iteration 

250 250 10 in 30th 
iteration 

10 in 30th 
iteration 

0 in 30th 
iteration 

300 300 100 in 30th 

iteration 

100 in 30th 

iteration 

1 in 30th 

iteration 

 

 Fig. 4: Graph Of No Of Vehicles (Nodes) V/S Total No Of Collision. 

In Figure 4 rRed dot represents collision detected on HR road, 

Black dot represents collision on VR road and Blue dot represents 

collision on crossing. 

The approach is to minimize the road side and vehicle to vehicle 

(v2v) collision using MATLAB. 

These results are for- 10, 20, 30 …… up to 300. 

After applying the RSU and PSO, it gives all the information to 

the RSU unit it will then calculate the speed of the vehicles and if 

collision is there on HR, VR and on crossing it will send the opti-

mum speed to the vehicles to maintain their speed so that no colli-

sion occur the result of such system in which RSU and PSO are 

playing role are as above in the tables. 

 

5. Conclusion 

 
The primary purpose of this work is to design an efficient routing 

algorithm in VANET environment to improve the performance of 

existing position based routing approaches in VANETs. Common 

scenarios of VANET nodal locomotion were identified and simu-

lated for this work, with the increase in number of iteration it will 

always results in 0 collision on the road. The above results is for 

only 50 iteration and in which collision were minimum as com-

pared to the previous results when don’t had any RSU units. 

 

Future work 

 
Authority of India (NHAI) is planning to replace manual toll col-

lections at plazas with electronic toll collection (ETC) systems 

across the country. The ETC system will be based on radio fre-

quency identification (RFID), which will be complemented by a 

wireless on-board unit (OBU) on a vehicle, as well as a stationery 

roadside unit (RSU) at the toll plaza. There are lots of future as-

pects from VANET some are as follows- 

If we knows where the collision occur we can directly send a mes-

sage to the ambulance within range. Collision avoidance and give 

the maximum speed to the vehicle on the road Work as internet of 

things This work is focused on VANET using mac protocol and 

particle swarm optimization. The work is done for more than one 

nodes travelling on the crossing area because previously the work 

on VANET using MAC protocol has been done for only single 

nodes. In future the work it can be extended for n number of vehi-
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cles travelling from both the sides on one way and more no of 

nodes travelling at a single time and the number of collision get 

reduced. 

• As mobile ability are familiar and used  in our day to 

day life, similarly the future of VANETs is undoubtedly 

secure. It has become the part of the government pro-

jects. In India, National Highways (IOT), like if we are 

coming to home to office we can command to home ap-

pliances to do the certain things like make a cup of tea / 

coffee , open gate some time before etc….. 

• VANETs are promising additions to our future intelli-

gent transportation systems that have captured world-

wide attention from auto companies, academics, and 

government agencies. Realizing V2I and V2V commu-

nications will enable many safety and infotainment ap-

plications that can revolutionize the transport infrastruc-

ture. 

• Active Prediction: It anticipates the upcoming topogra-

phy of the road, which is expected to optimize fuel us-

age by adjusting the cruising speed before starting a de-

scent or an ascent. Secondly, the driver is also assistance. 
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