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Abstract

As accessibility to government online services is critical, MAMPU has outlined strategic directions for the implementation of Public
Sector ICT. This included cloud computing adoption which aims to optimize service delivery but is progressing slowly due to resource-
sharing and standardization issues. This calls for the need to assess contributing factors of technology acceptance within a public sector.
Employing Malaysia NRD as a case study, we aim to identify factors of cloud adoption and determine how NRD could strategize Cloud
Computing adoption. Using the DOI and TOE theories, we assessed cloud computing adoption in terms of —=Technology Characteristics,
Organisational Readiness, and External Environment through a case study. It was found that that all constructs are significant to cloud
adoption with security and service quality being the highest concern. Moreover, several elements such as compatibility, readiness and
more need to be in place to enhance the impact of cloud computing adoption.

Keywords: Cloud Computing; Diffusion of Innovation Theory; Technological, Organizational and Environmental Framework; Technology Acceptance,

Human Perception.

1. Introduction

Cloud computing is a ubiquitous, on-demand network access to a
shared computing resources comprising applications, services, and
storage among others. Its key feature is its intangibility allowing
rapid provision with minimal managerial effort. The applications
have been gaining momentum a few years back, but the concept
has been discussed since the early 1950s with J. Licklider conceiv-
ing the idea of “Intergalactic Computer Network”. According to
US National Institute of Standards and Technology (NIST) [1],
cloud computing comprises five essential characteristics which are
on-demand self-service, broad network access, resource pooling,
rapid elasticity and measure service. It can be deployed as a pri-
vate, community, public or hybrid cloud with services ranging
from Software as a Service (SaaS), Platform as a Service (PaaS) or
Infrastructure as a Service (laaS).

The growing trend of cloud computing has attracted many organi-
zations to participate in this new market actively. The benefits of
cost reduction in system development and operation as well as
proper utilization of human resources is a motivating factor for
these organizations including the public sector. This is corroborat-
ed from the Cloud Readiness Index Study (CRI) done by the Asia
Cloud Computing Association (ACCA) involving fourteen Asian
countries [2]. They found that the readiness for cloud computing
has significantly improved for the Asian countries with an even
better position compared to their western counterparts. Malaysia
ranked eight among the fourteen Asian countries and scored par-
ticularly well in terms of privacy, IP protection, business sophisti-
cation, broadband quality and cybersecurity. In light of this, Ma-
laysian Administrative Modernisation and Management Planning
Unit or MAMPU, which is responsible in transforming govern-
ment agencies service delivery to the citizens, has taken steps to
streamline strategic direction of ICT implementation through the

Public-Sector ICT Strategic Plan (PSICTSA) 2016--2020. One of
the main agenda is the provision of Government Cloud Computing
where public sectors could utilize the cloud infrastructure and
platforms using applications such as 1GovUC (a communication
channel for email, instant messaging, video conferencing and
identity management), Digital Document Management System
(government digital document system accessible ubiquitously) and
myMesyuarat (paperless meeting management system).

NRD or National Registration Department is one of the Malaysian
government agencies spearheading the PSICTSA 2016-2020.
They have worked out the ICT Strategic Plan (ISP) 2012-2016
roadmap aligning three cores which are ICT security, information
sharing and consolidation of the ICT infrastructure. However, an
initial study conducted found that the cloud computing adoption in
NRD is surprisingly slow. A preliminary survey conducted with
the NRD staff found that the cloud computing adoption raises
concerns in terms of delivery satisfaction, security and the overall
impact of cloud computing on government ICT. This echoes the
findings from the many research on cloud computing where the
adoption is challenged by security issues [3] - [5], trust and ac-
countability [6] - [9].

Any implementation of technological system can be costly, and it
becomes more undesirable should the implementation garner low
success rate. Without a true understanding on the factors for suc-
cessful technological implementation, a technology will only be-
come another list of “keeping in with the times” but offer no prac-
tical value. This obviously calls for factors to be grouped into a
model that investigates user perception on cloud computing use in
public sector.

In realization of this situation, we have set to understand why
government agencies such as NRD has been slow in adopting
cloud computing even though the adoption has been stipulated as a
directive by MAMPU. We adopted the approach of case study to
explore this issue where we selected NRD as the research scope
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and their IT staff as the stakeholder. The following sections shall
discuss on the conceptual model applied by the study using ele-
ments from DOI and TOE framework. This is followed with the
description of the study setup and elaboration on the results analy-
sis. We believe the findings of the study would highlight the asso-
ciated costs of migration and adoption of cloud computing.

2. Research Method

This section will discuss the methods employed in our case study
of cloud computing adoption in Malaysia public sector

2.1. Context of Study

NRD was chosen as the context of the study as this is the main
government agency dealing with citizen identity and serves as the
main anchor amongst various government agencies when verify-
ing citizens’ details. We focused on the NRD headquarters located
in Putrajaya as it is the main unit of decision making for the agen-
cy’s branches nationwide.

2.2. Conceptual Framework

As the nature of this study is aligned towards technology adoption,
we feel it is important to consider contributing factors of technol-
ogy adoption from organizational and user behaviour perspectives.
A study by [10] have listed several models and frameworks that
examine factors affecting technology adoption which are Tech-
nology-Organizational-Environment Framework (TOE), Theory
of Diffusion of Innovation (DOI), Institutional Theory, Lacovou
Model, Technology Acceptance Model (TAM) and Theory of
Planned Behaviour (TPB). The study also showed that a high
number of research has very much utilized TOE [11] and DOI [12]
compared to the other models due to its broader constructs and
feasibility of assessment.

DOI was developed by [12] to explain and forecast technology
adoption rate based on internal and external organizational charac-
teristics (i.e. centralization, complexity, formalization, intercon-
nectedness, organizational slack size and system openness) as well
as user perception towards the technology (i.e. attitude towards
change). However, technological and environmental constructs are
also critical in technology adoption as they centralize on technolo-
gy availability and accessibility as well as considering the regula-
tions, constraints and opportunities that are already in place.
Therefore, TOE was seen to overcome the shortcomings of DOI as
it not only caters the technological aspects, but also non-
technological aspects such as environmental and organizational
factors [13].

cloud adoption rate in the public sector. This is done through criti-
cal Literature Review of articles pertaining to cloud computing
adoption, trends and opportunities.

We further our analysis through document analysis where we
studied MAMPU’s PSICTSA 2016-2020 documents, the ISP of
NRD as well as NRD’s ICT procedures and policies. The themes
for the document analysis were devised based on the study by [14].
[14] found that contributing factors of cloud service adoption in-
clude compatibility, complexity, auditability and security issues
among others. This triangulation has resulted into a more focused
model of attributes influencing cloud adoption rate in Malaysia
public sector, which is illustrated in Figure 1. The attributes are
then reorganized into TOE and DOI measures of adoption as can
be seen in Figure 2. This serves as our research conceptual model.

TOE Framework
Technology Characteristics

Service Quality
Compatibility

Usefulness

Security Concerns

Fig. 2: Conceptual Model of Cloud Computing Adoption in Public Sector
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Constructs Associated Elements and Description
Service Quality
*Cloud computing should enable IT service delivery
eOrganization is ready in case of service downtime
Compatibility
eCloud computing fits with the organization’s
workstyle and business operation
oCloud computing can integrate with existing system
architecture
Complexity
oCloud computing is too complex or too difficult to
Technology Charac- be implemented in the organization
teristics Usefulness

*Cloud computing can manage business efficiently

oCloud computing can increase organization’s
productivity

*Cloud computing helps perform tasks immediately

*Cloud computing offers new opportunities

Security Concerns

eData security and data privacy in cloud computing is
important

eData privacy issues would not prevent the use of
cloud computing

People Readiness

e The stakeholders feel cloud computing can support
business operations

eThe IT staff have the necessary skills to use cloud
computing

e The management supports cloud computing imple-
mentation

Organizational Read-
iness

Infrastructure Readiness

eOrganization’s infrastructure is ready to adopt cloud
computing

eOrganization’s IT Strategic Plan included invest-
ment for cloud computing

Trust

e The organization believe that cloud computing is a
well-reliable technology

o Stakeholders have trust in cloud computing

Fig. 1: List of Attributes Influencing Cloud Computing Adoption Rate in
Public Sector. (Note: The solid oval striped shows empirical factors; the
arrows in the oval indicate how these attributes should be changed to in-
fluence rate of adoption)

Due to the breadth of constructs offered by TOE and DOI, we
have decided to adopt both models into our study where we fore-
most contextualize it by relating the constructs to the influences of

Requlatory Support

eThere is legal protection in the use of cloud compu-
ting

oExisting policies are sufficient in protecting the use
of cloud computing

External
Environment
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2.3. User Perception on Cloud Computing Adoption
2.3.1. Respondents

A user survey to gather user perception on cloud computing adop-
tion was conducted where the target respondents are government
employees working in the IT Division. For eligibility, the re-
spondents must have at least basic knowledge in Information
Technology (IT) and working in the ICT Management and Com-
munication Department of the NRD Agency. They were chosen as
they would directly deal with any technology migration and adop-
tion particularly on cloud computing adoption initiatives.

At the time of the study, there were a total of 250 government
employees in the NRD IT department. A further review of the
respondents’ eligibility found that only 100 staffs were eligible to
respond to the survey due to their job scope dealing specifically
with cloud computing adoption. However, out of the 100 staffs
only 93 staff were able to complete the form. Based on [15], for a
given 100 user population size, at least 80-sample size is required.
This concludes that the 93-response sample we collected was
more than acceptable.

2.3.2. Questionnaire

A structured questionnaire was designed based on the constructs
depicted in the conceptual model (see Figure 2). Most of the items
in the questionnaire were adapted from published article. The
questionnaire was divided into three (3) parts as follows:

e  Part A consists of six user demographic questions such
as gender, age, duration of employment, education
background, scope of works and general awareness on
cloud computing

e Part B focuses on gathering user agreement on factors
affecting cloud computing adoption.

e  Part C were Likert Scale questions with five scales for-
mat to elicit user concerns on the rate of cloud imple-
mentation stages in the current situation of NRD. It
looks on the constructs as depicted in the conceptual
model

To validate the suitability of the questionnaire, a pilot study was
conducted, and it was found that the user survey was well under-
stood by the respondents. The questionnaire was then distributed
as google form where the link was provided to the staff via email
invitation. The form was made available for two weeks where they
could respond within the timeframe only once.

2.3.3. Survey Analysis

The demographic data in the user survey was analysed using fre-
quency and descriptive statistics. Whilst for Part B and C, a de-
scriptive analysis was done on the former while the latter was
analysed using Kolmogorov-Smirnov test, Shapiro-Wilk test as
well as Spearman’s Rank Order Correlation Test. All statistical
analyses were done using SPSS 23. The aim of the analysis was to
help project patterns and trends on arising issues of cloud compu-
ting adoption in NRD. The findings were then used to validate our
conceptual model.

3. Results and Analysis

This section provides a comprehensive discussion on the user
survey results as well as the validity of the conceptual model pro-
posed in this study.

3.1. Respondent Demographic

There were 35 male and 58 female respondents of the question-
naire where 77.4% of them were within the age range of 31 to 40
years old. The respondents have varying work experience however
most of the respondents have 5 to 10 years of working experience
(73.1%). All respondents have specific job scopes in the IT de-

partment. These initial findings indicate that our respondents are
IT savwy and are applying their IT knowledge into their daily
work tasks.

3.2. Cloud Computing Awareness in General

From the 93 respondents, 86% of them claimed to know the con-
cept of cloud computing while 6.5% of them expressed no
knowledge. Further analysis found that this small number is at-
tributed to the new staff in NRD with less than 5 years working
experience. This imply that they may have not been formally
trained in cloud computing.

3.3. User Perception on Factors Affecting Cloud Com-
puting Adoption

Table 2 summarises user perception on the factors affecting cloud
computing adoption rate in NRD. Table 2 shows that all factors
outline in the conceptual model play significant role in cloud
adoption rate with service quality and security being the top most
important factors. As the system deals with citizens data, matters
pertaining to data loss and data leakage is very critical [16] - [18].
They feel a solid data protection must be in place as it will be
managed in a digital platform accessible by other relevant gov-
ernment agencies in Malaysia whereby NRD no longer has sole
ownership to this data.

Table 2: User Perception on Factors Affecting Cloud Computing Adop-
tion (values are in percentage)

Statements Yes No

Do you agree that service quality is important in adopting | 100 0
Cloud Computing in your organisation? (e.g.: Service
performance in term of availability, reliability and stabil-
ity)

Do you agree that usefulness of cloud technology is im- | 97.8 2.2
portant in adopting Cloud Computing in your organisa-
tion? (e.g.: Cloud computing characteristic and benefits)

Do you agree that security concerns are important in 100 0
adopting Cloud Computing in your organisation? (e.g.:
Uncontrolled shared environment of user data, applica-
tions and services)

Do you agree that complexity of cloud technology is | 90.3 9.7
important in adopting Cloud Computing in your organisa-
tion? (e.g.: Software engineering challenges for design,
develop and deploy solutions with cloud computing)

Do you agree that IT infrastructure readiness is important | 96.8 3.2
factor in adopting Cloud Computing in your organisa-
tion? (e.g.: Existing network and system architecture able
to support the implementation of cloud)

Do you agree that trust is important in adopting Cloud | 95.7 43
Computing in your organisation?

(e.g.: Perception of term cloud that evokes negative reac-
tions)

Do you agree that regulatory concern in public sector is | 98.9 11
important in adopting Cloud Computing in your organisa-
tion? (e.g.: JPN's and MAMPU's policy)

Do you agree that people readiness is important in adopt- | 93.5 6.5
ing Cloud Computing in your organisation? (e.g.: Aware-
ness, lack of knowledge or expertise)

Do you agree that compatibility is important in adopting | 98.9 11
Cloud Computing in your organisation? (e.g.: Integration
with existing system)

Having regulations in place is very important to the NRD staff as
it helps with standardization of infrastructures as well as mecha-
nism of usage. This also helps them feel that the management is
supporting them with the adoption.

However, cloud computing adoption must also consider compati-
bility with existing system. Further discussion with NRD staff
indicate that migrations to new system is often costly as it in-
volves staff training as well as running existing systems and cloud
in parallel as to ensure the business model is not interrupted. If the
migration requires the purchase of new software or peripherals, it
would send further kick back to the agency’s budget which would
affect expenditure plan on other NRD departments. Hence why
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96.8% feels IT Infrastructure readiness is also essential in cloud
computing adoption.

The elements of trust, people readiness and complexity seem to
fall on a lower side of the 90% frequency. In most government
policies, a migration that comes as a directive would eventually
take place regardless if the trust towards the system is lacking or
the staff is not overly ready to accept the technology. This is
where training becomes useful as it helps them to understand the
mechanism of the system as well as prepare them for the technol-
ogy.

Complexity showed the lowest factor in cloud computing adoption
rate as this is beyond the scope of their expertise. The NRD staff is
not required to develop their own cloud computing infrastructure
as this is provided for by MAMPU. They simply need to be
trained in managing it as relevant to NRD job scope henceforth
complexity is less of an issue for them.

3.4. Cloud Computing Implementation Perception as
Per Conceptual Model

User response on Part D of the survey was first evaluated accord-
ing to the conceptual model constructs. The construct validity of
the instrument was assessed where it can explain the phenomenon
that is required and the extent to which it can be described in the
actual measurement. Therefore, reliability test was used to assess
the validity of these constructs.

3.4.1. Reliability Testing

Cronbach's Alpha was utilized to assess the reliability of the con-
structs. The minimum test value must be greater than 0.70 for the
construct to be acceptable. Table 3 summarises the results of the
Cronbach’s Alpha Analysis. It shows that all constructs have a
value of 0.8 and above indicating a good internal consistency.

Table 3: User Perception on Factors Affecting Cloud Computing Adop-
tion (values are in percentage)

Constructs Cronbach's Alpha N of Items
Technology Characteristics .844 5
Organisation Readiness .822 8
External Environmental .842 2

3.4.2. Descriptive Analysis

Descriptive analysis was performed to analyse the level of Cloud
Computing Adoption Readiness based on Technology Character-
istics (Service Quality, Compatibility, Complexity, Usefulness and
Security Concerns), Organisational Readiness (People Readiness,
Infrastructure Readiness and Trust) and External Environmental
(Regulatory Support). All these variables were measured using 5-
point Likert scale from 1 (“Strongly Disagree”) to 5 (“Strongly
Agree”) and its level evaluated based on the value of mean for
each variable.

Table 4: The Level of Score based on the Scale of Mean

The values of mean were then divided into four groups that indi-
cate the level of score for each variable as shown in Table 4. Table
5 indicates the value mean and standard deviation for each con-
struct. All variables of Cloud Computing adoption indicate that
the level of Cloud Computing Adoption tendency on Technology
Characteristics, Organizational Readiness and External Environ-
ment are “Medium” with the mean value (after rounding up), for
Technology Characteristics = 3.54, Organisational Readiness =
3.77 and External Environmental = 3.39. This may be due to less
exposure and awareness to cloud computing either generally or
specifically [18].

Table 5: The Value Mean Construct of Cloud Computing Adoption Fac-
tors

Std. De-
N | Minimum | Maximum | Mean | viation Skewness
Std.
Stat Stat Stat Stat Stat Stat | Error
TC | 93 2.87 5.00 3.6803 | .44695 |.984| .250
OR 93 2.72 5.00 3.7712 | 52538 |.267 | .250
EE 1 93| 100 500 |33871 93579 | oo | 250
Valid
N 93

Note: Stat = Statistics, TC = Technology Characteristics, OR = Organiza-
tion Readiness, EE = External Environmental

3.4.3. Assessing Normality

The normality of distribution scores was assessed using the Kol-
mogorov-Smirnov and Shapiro-Wilk test [19] — [20]. Table 6
shows that the results of the analysis where the scores for the three
constructs are normally distributed, in terms of skewness and kur-
tosis.

However, the normality test should also refer to the Kolmogorov-
Smirnov and Shapiro-Wilk value (p or sig value) and a visual
inspection of the histograms. Table 7 shows the test of normality
with Kolmogorov-Smirnov and Shapiro-Wilk value. A non-
significant result requires that the sig value must be more than
0.05 (p > 0.05) to indicate normality. In this situation the sig value
is at a range of 0.00 to 0.037 (rounded) for all variables (Technol-
ogy Characteristic, Organizational Readiness and External Envi-
ronmental). As the sig value is less than 0.05 (p < 0.05), this sug-
gests that the distribution of scores are reasonably ‘non-normal’
for all variables. Moreover, the normality can also be supported by
an inspection of the normal probability plots (labelled Normal Q-
Q Plots) for all constructs. In these plots, the observed value for
each score was plotted against the expected value of the normal
distribution. However, all variables in this study did not achieve a
reasonably straight line, further illustrating a non-normal distribu-
tion. The graphs are shown in Figure 3, 4 and 5.

Table 6: The Descriptive Results for Each Conceptual Model Constructs

Scale of Level of Adoption Tendency to Adopt Cloud
Mean Rate Computing
1.00-1.99 Poor Poor
2.00-2.99 Low Low
3.00 — 3.99 Medium Medium
4.00 - 5.00 High High

Statistic Std. Error
TC Mean 3.6803 .04635
Skewness .984 .250
Kurtosis 1.263 495
OR Mean 3.7712 .05448
Skewness .267 .250
Kurtosis -.206 495
EE Mean 3.3871 .09704
Skewness -.182 .250
Kurtosis -.537 495

Note: TC = Technology Characteristics, OR = Organization Readiness, EE
= External Environmental

Table 7: Normality Test Results

Kolmogorov-Smirnov® Shapiro-Wilk

Statistic | df | Sig. | Statistic | df | Sig.
TC 119 93 | .002 .936 93 | .000
OR .095 93 | .037 .969 93 | .027
EE 174 93 | .000 .935 93 | .000

Note: TC = Technology Characteristics, OR = Organization Readiness,
EE = External Environmenta
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Expected Normal

Normal Q-Q Plot of Technology Characteristic

Observed Value

3.4.4. Measuring Relationship of Adoption Factors and Cloud
Computing Adoption

Correlation is used to explain the strong point and direction of the
Cloud Computing Adoption correlation to the constructs. Since
the distribution of score for all constructs (Technology Character-
istics, Organisational Readiness, and External Environments) are
reasonably ‘non-normal’, the bivariate Spearmen’s Rank Order
correlation coefficients were obtained. The value of Spearman's
rho correlation coefficients (r) indicates the strength of the rela-
tionship between two variables. A correlation of 0 indicates no
relation at all, a value of 1.0 indicates a perfect positive correlation,
and in contrast a value of -1.0 indicates a perfect negative correla-
tion. As references to interpret the values between 0 and 1, [19]
suggests the following guidelines as shown in Table 8.

Table 8: Strength Guideline for Variable Relationship

Expected Normal

r value Correlation Relationship
Fig. 3: Normal Q-Q Plot of Technology Characteristics r=.10to .29 or r=-.10 to -.29 Small Weak
r=.30to .49 or r=-.30 to -.49 Medium Medium
Normal Q-Q Plot of Organisation Readiness r=50to1.0 orr=-50to0 -1.0 Large Strong

o

Table 9 shows the Sig. (2-tailed) (p) and Spearman’s rho correla-
tion coefficients (r) value for all constructs consist of Technology
Characteristics, Organisational Readiness, and External Environ-
mental.

Table 9: Correlation Results on Conceptual Model Constructs

T T T T T T T
25 30 35 40 45 50 55

Observed Value

Fig. 4: Normal Q-Q Plot of Organisation Readiness

Expected Normal

Normal Q-Q Plot of External Environmental

TC OR EE CCA
Spearman's | TC Correlation o - -
Rho Coefficient 1.000| .451 428 .669
Sig. (2-
tailed) .000 .000 .000
N 93 93 93 93
OR | Correlation | /50| 1 000| 4517 | 404"
Coefficient
Sig. (2-
tailed) .000 . .000 .000
N 93 93 93 93
BE | Corelation | joge| 451 | 1.000| 228"
Coefficient
Sig. (2-
tailed) .000 .000 . .028
N 93 93 93 93
Note: TC = Technology Characteristics, OR = Organization Readiness, EE|
= External Environmental
**_Correlation is significant at the 0.01 level (2-tailed).
*, Correlation is significant at the 0.05 level (2-tailed).

T T T T T T T
0 2 4 3 8 10 12

Observed Value

Fig. 5: Normal Q-Q Plot of External Environmental

The summary of bivariate Spearman’s rho correlation coefficients
results was then organized as illustrated in Table 10. The results
show that each construct of Technology Characteristics, Organiza-
tional Readiness and External Environment are correlated to one
another. The strength of the relationship is medium and positively
correlated except for Technology Characteristics and Cloud Com-
puting Adoption, which had strong and positive relationship. This
finding is similar to [3], [9], [22] - [25]. On another note, External
Environmental had slightly weak and positive correlation with
Cloud Computing Adoption with only one-way relationship and
the level of signification correlation is at 0.05.

Table 10: Summary of Correlation between All Constructs

Relationship Sig. (2-tailed) Spearman’s rho Strength of
Significant ‘p’ correlation coef- Relationship
(rounded) ficients ‘r’
(rounded)
TC > OR .000 0.45 Medium, posi-
tive
TC > EE .000 0.43 Medium, posi-
tive
TC > CCA .000 0.67 Strong, posi-
tive
OR > EE .000 0.45 Medium, posi-
tive
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OR > CCA .000 0.41 Medium, posi-
tive
EE > CCA .028 0.23 Weak, positive

Note: TC = Technology Characteristics, OR = Organization Readiness, EE
= External Environmental

The relationships of each constructs were then mapped to the con-
ceptual model as can be seen in Figure 6. The aim is to assess if
the relationship of each constructs to the cloud computing adop-
tion component were significantly correlated. The results show
that most of the variables were strongly correlated with their in-
tended constructs and the value were above 0.70 except for Tech-
nology Characteristic (Service Quality, Complexity and Security
Concerns) which had correlation value less than 0.70 (r < 0.70).
This finding implies that our conceptual model is valid.

Fig. 6: Correlation between Conceptual Model Constructs

4. Conclusion

This paper has presented an overview of Cloud Computing adop-
tion in Malaysia public sector, mainly studying the factors that
influence adoption rate based on user perception. The results
showed that many factors play a role particularly security and
service quality. Meanwhile the level of cloud adoption is showing
medium tendency of adoption except for the Technology Charac-
teristics, where it shows strong and positive relationship with the
cloud computing adoption. This suggests that the success of cloud
computing adoption is highly dependent on service quality, com-
patibility, complexity, usefulness and security. Nevertheless, or-
ganizational readiness and external environmental (i.e. regulations)
are also essential to ensure a holistic adoption and acceptance of
the technology.

A further analysis should be conducted to understand the pattern
of attributes through regression analysis. Moreover, underlying
specific strategies for NRD to employ as initiatives to expedite
cloud computing adoption should also be identified. Obviously,
this information would be further helpful for other government
agencies when streamlining strategies on cloud computing adop-
tion in the future.

Acknowledgement

The authors would like to express the gratitude to the Ministry of
Higher Education, Malaysia and Universiti Teknologi MARA,
Shah Alam, Selangor for the financial support given for this pro-
ject (FRGS Grant) [File No: 600-RMI/FRGS 5/3 (0007/2016)]

References

[1] Mell P, Grance T. The NIST Definition of Cloud Computing. U. S.
National Institute of Standards and Technology. Report Number
800-145. 2011

[2] ACCA, Cloud Readiness Index 2016. Asia Cloud Computing Asso-
ciation. 2016

[3] Shaikh FB, Haider S. Security threats in cloud computing. in Inter-
net technology and secured transactions (ICITST), 2011 interna-
tional conference for 2011 Dec 11 (pp. 214-219). IEEE.

[4] Roy A, Sarkar S, Ganesan R, Goel G. Secure the cloud: From the
perspective of a service-oriented organization. ACM Computing
Surveys (CSUR). 2015 Apr 16;47(3):41.

[5] Ali M, Khan SU, Vasilakos AV. Security in cloud computing: Op-
portunities and challenges. Information sciences. 2015 Jun 1;
305:357-83.

[6] Akande AO, April NA, Van Belle JP. Management issues with
cloud computing. In Proceedings of the Second International Con-
ference on Innovative Computing and Cloud Computing 2013 Dec
1 (p. 119). ACM.

[7] Bellamy M. Adoption of Cloud Computing services by public sec-
tor organisations. In Services (SERVICES), 2013 IEEE Ninth
World Congress on 2013 Jun 28 (pp. 201-208). IEEE.

[8] Pokharel M, Park JS. Cloud computing: future solution for e-
governance. In Proceedings of the 3rd international conference on
Theory and practice of electronic governance 2009 Nov 10 (pp.
409-410). ACM.

[91 Noor TH, Sheng QZ, Zeadally S, Yu J. Trust management of ser-
vices in cloud environments: Obstacles and solutions. ACM Com-
puting Surveys (CSUR). 2013 Oct 1;46(1):12.

[10] Oliveira T, Martins MF. Literature review of information technolo-
gy adoption models at firm level. The electronic journal infor-
mation systems evaluation. 2011 Jan 1;14(1):110-21.

[11] Baker J. The technology—organization—environment framework. In
Information systems theory 2012 (pp. 231-245). Springer, New
York, NY.

[12] Rogers EM, Singhal A, Quinlan MM. Diffusion of innovations. An
integrated approach to communication theory and research. New
York: Routledge. 1996

[13] Low C, Chen Y, Wu M. Understanding the determinants of cloud
computing adoption. Industrial management & data systems. 2011
Aug 23;111(7):1006-23.

[14] Morgan L, Conboy K. Key factors impacting cloud computing
adoption. Computer. 2013 Oct;46(10):97-9.

[15] Krejcie RV, Morgan DW. Determining sample size for research
activities. Educational and psychological measurement. 1970
Sep;30(3):607-10.

[16] Kuiper E, Van Dam F, Reiter A, Janssen M. Factors influencing the
adoption of and business case for Cloud computing in the public
sector. IneChallenges e-2014, 2014 Conference 2014 Oct 29 (pp. 1-
10). IEEE.

[17] Song SH, Shin SY, Kim JY. A study on method deploying efficient
cloud service framework in the public sector. In Advanced Com-
munication Technology (ICACT), 2013 15th International Confer-
ence on 2013 Jan 27 (pp. 33-38). IEEE.

[18] Avram MG. Advantages and challenges of adopting cloud compu-
ting from an enterprise perspective. Procedia Technology. 2014 Jan
1;12:529-34.

[19] Razali NM, Wah YB. Power comparisons of shapiro-wilk, kolmo-
gorov-smirnov, lilliefors and anderson-darling tests. Journal of sta-
tistical modeling and analytics. 2011 Jan 1;2(1):21-33.

[20] Shaphiro SS, Wilk MB. An analysis of variance test for normality.
Biometrika. 1965 Dec;52(3):591-611.

[21] Cohen J. Statistical power analysis for the behavioral sciences. 2nd.

[22] Wang Q, Ren K, Meng X. When cloud meets ebay: Towards effec-
tive pricing for cloud computing. ININFOCOM, 2012 Proceedings
IEEE 2012 Mar 25 (pp. 936-944). IEEE.

[23] Aleem A, Ryan Sprott C. Let me in the cloud: analysis of the bene-
fit and risk assessment of cloud platform. Journal of Financial
Crime. 2012 Dec 28;20(1):6-24.

[24] Gai K, Li S. Towards cloud computing: a literature review on cloud
computing and its development trends. In Multimedia Information
Networking and Security (MINES), 2012 Fourth International Con-
ference on 2012 Nov 2 (pp. 142-146). IEEE.

[25] Elbadawi I. Cloud computing for e-government in UAE: opportuni-
ties, challenges and service models. In Proceedings of the 5th Inter-
national Conference on Theory and Practice of Electronic Govern-
ance 2011 Sep 26 (pp. 387-388). ACM.


http://orchid.uitm.edu.my/irmis/view/boundary/application/myresearch/view_details.php?file_no=UVkdXbkS9sr5i5nD2rSjZQ8uxh60Raj9bP/qAdyUS5urknk5VXXzHGy+DY0xWGGEHGlmYx2FGkNzx1FtXnEdpg==

